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Research Data 
Research data belong to the researcher, 
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It  may be tempting to  copy digital records to an external hard 

drive, a USB drive, a laptop, or some other sort of removable 

media, off the Queen’s network to free up space or in the belief 

that the records will be safer.  However, it’s much safer to keep 

the records on the university network .  Not only are removable 

media prone to being stolen or lost, but the records on the 

network  will be managed and migrated through software and 

hardware updates with the assistance of knowledgeable IT 

staff.  If necessary, the records can be stored in a separate 

directory with appropriate access permissions.    

Some specialized electronic records in analogue format may 

require assistance from technical experts.  Consult the Records 

Management and Privacy Office for further guidan ce. 

How to store hardcopy records
Hardcopy records are much less vulnerable to loss over time than are electronic records because they can be read 

by the human eye and so they don’t require the maintenance of a device or other kind of technical apparatus.  

Records could be placed 


