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technique that protects the transmitted signal with analog noise,
a key generation technique based on neuromorphic spike pro-
cessing, and optical stealth transmission methods that can hide
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Fig. 5. Schematic diagram of key generation based on neuromorphic spike processing.

B. Key Generation Based on Neuromorphic Spike Processing

Neuromorphic spike processing—a hybrid analog and dig-
ital processing technique inspired by neuroscience—is a sparse-
based coding scheme where information is encoded as events.
It takes advantage of both the bandwidth efficiency of analog
computation and the noise robustness of digital computation
[32], making the spike-based approach attractive for informa-
tion processing. Recently, there has been a significant interest
in photonic bio-inspired computing [33]–[42] in which the bio-
physics of neural computation algorithms are exploited in the
context of harnessing the high speed, high bandwidth, and low
crosstalk available to photonic interconnects [40]–[43] to po-
tentially grant the capacity for complex, ultrafast categoriza-
tion and decision-making [35]. This could provide a wide range
of computing and signal processing applications (e.g., adaptive
control, real-time embedded system analysis, and cognitive RF
processing).
Here we propose the simple idea of using photonic neuro-

morphic signal processing for key generation.More specifically,
our scheme involves exploiting the public data to generate a dy-
namically changing spike-based key by employing a nonlinear
dynamical excitable system. The generated key can be used for
optical encryption. A system is said to be excitable if it is at an
attracting equilibrium state, but can be triggered by a small per-
turbation to produce a large amṧ a fא
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Fig. 8. Optical steganography based on ASE noise (EDFA: erbium doped fiber
amplifier; ASE: amplified spontaneous emission).

Fig. 9. (a) Eye diagram of public channel without stealth channel (b) Eye dia-
gram of public channel with stealth channel (c) Spectrum of public channel with
and without stealth channel. This figure is from [60].

ASE-based steganography uses spontaneous emission to
transmit signals, which is fundamentally different from tradi-
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Fig. 10. Comparison of traditional Tor and Steganography assisted Tor (SAT).

We note that today’s networks are easily susceptible to
traffic analysis attacks that compromise user anonymity [71],
[72]. For example, a network adversary, such as a malicious
ISP or a router, can eavesdrop on user communications to
infer the identity of communicating parties, thus violating
user anonymity. Even the use of encryption techniques does
not provide anonymity. Encryption only hides the contents of
the communications, but does not protect the identity of the
communicating parties.
The conventional approach for hiding the identities of the

communicating parties is known as layered encryption, or in an-
other words, the “Onion Router” (Tor) [73]–[75]. The Tor net-
work is a deployed system for anonymous communication. If
Alice wants to send a message to Bob, Alice chooses a path with
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and pure noise with either temporal or spectral domain anal-
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